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1-1. 웹 포탈 솔루션 정의

1. 웹 포탈 솔루션 개요

정보기기의다양화에따른다양한접근과사용동의추가, 인증/단말정보의연동에필요한기능과서비스를제공하여정보기기

활용을극대화하고, 편리한유무선접속서비스를하고자하는데목적이있습니다.

노트북 및 스마트 단말의 자유로운 접속

별도 Agent 설치 없이 인증/단말등록

필수 App 설치 유도 및 Big-DATA 수집

웹 인증 시 홍보 및 광고 가능

암호화 없는 편리한 사용

단말/OS 관계 없이 자유롭게 접속 가능

사용(개인정보 활용 등) 동의

관리의 편리성

웹 포탈 시스템

노트북

스마트폰

스마트패드

웹북

사용자
단말 인증

웹 인증
(광고 및 홍보, 
공지사항 전달)

내부 망과
별도의 서비스

단말 정보 등록 
& 

사용동의

3.5
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1-2. 웹 포탈 소개

1. 웹 포탈 솔루션 개요

PWA
Module

공공와이파이 웹 인증 모듈
(Public Wireless-lan Authentication)

DRS
Module

단말 자동 등록 모듈
(Device Registration System)

TFA
Module

2차 인증 모듈
(Two Factor Authentication or
 Multi Factor Authentication)

OTP
Module

원 타임 패스워드 모듈
(One Time Password)

EWS
Module

전자 결재 모듈
(Electronic Works System)

API
Module

장비간 연동 모듈
(Application Programing Interface)

TS-WAP 제품을기준으로 6개의 Module의기능을이용한단말인증, 등록, 연동 등의기능을제공하는통합인증솔루션

3.5
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모바일 단말 (사용자)

TS-WAP 2.0Radius

AP 무선 제어 장비 무선 인증시스템 웹 포탈

브로드캐스팅

웹 인증 페이지 전송(URI)

네트워크 접속

웹 인증 및 동의
인증 요청(사용 동의)

네트워크접속

단말별 인증 페이지 요청(URI)

단말별 인증 페이지 전송(URI)

인증 요청

인증 승인
(무선 네트워크 사용 허가)

무선 네트워크 사용 허가 ok 전송

접속 및 웹 인증 페이지

1

2

3

네트워크 구간

1. 웹 포탈 솔루션 개요

1-3. 웹 포탈 기본 서비스 흐름도

고객 및 방문객에게 간단하고 편리한 인터넷 서비스 제공



1. 웹 포탈 솔루션 개요

2. 웹 포탈 모듈별 소개

3. 웹 인증-포탈 솔루션 적용 고객

☛
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2. 웹 포탈 모듈별 소개

Free Wi-Fi 웹 인증-포탈 서비스로 사용자 단말, 정보기기, 공간적 범위를 자유롭게 사용할 수 있도록 편리성, 관리성, 공간

성을 뛰어넘어 편리한 무선 접속 서비스를 하고자 하는데 목적이 있습니다.

2-1. 공공와이파이 웹 인증 모듈 개요

> 간편성 : 웹 리다이렉션을 통한 접속, 간단한 설정으로 홍보, 광고, 공지사항 전달

> 편리성 : 웹을 통한 간단한 인증으로 인터넷 사용

> 관리성 : 관리자의 승인 없이 웹 인증만으로 바로 사용 가능한 서비스

서비스 대상

방문객,시민 등

노트북

스마트폰

스마트패드

서비스 효과

편리한 사용

관리의 용이성

공지사항 전달/홍보 간접 광고

간단한 접속
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단말 등록 처리에 대한 업무 증가로 관리자 업무 능률 저하 발생

사용자 AP

네트워크 구간

무선 제어 장비

Radius

무선 인증시스템 관리자

단말 등록 처리 요청

단말 등록

인증 허가 요청
인증 허가 요청

인증 승인
인증 승인

네트워크 접근

접속 요청

인증 요청

사용자 AP

네트워크 구간

무선 제어 장비

Radius

무선 인증시스템

TS-WAP 2.0

단말 관리시스템

네트워크 접근

초기 접속

인증 웹 페이지 전송

단말별 인증 페이지 요청

단말별 인증 페이지 전송

단말 자동등록

인증 허가 요청
인증 허가 요청

인증 승인
인증 승인

접속 요청

인증 요청

관리자 업무 능률 향상

단말 자동등록
및

관리자 인허가에
따른 수동등록

관리자

기존 무선 접속 시스템

1

2

3

1

2

3

신규 무선 접속 시스템

2. 웹 포탈 모듈별 소개

2-2. 단말 자동 등록 모듈 개요

사용자 신규 사용자의 접속 시 접속 단말을 자동 등록하여 접속 등록 절차를 간소화 합니다.

(Multi-Factor 인증으로 MAC Address 인증 + ID/PW 인증 강화 사용시 MAC Address 자동 등록)
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Client

DB
TS-WAP

네트워크 구간

SSL-VPN 2Factor 시스템 한화생명 내부 DB

SMS

SMS 서버

Active Directory

사용자 계정 AD

ESB*구축 시스템

TSTFA Module

ID/PW 입력

접속 및 웹 인증 페이지

인증 처리

인증 요청

계정 인증 성공

전화번호 값 전달

정보 확인을 위한 ID 전달

OTP 입력

네트워크 접속 완료

Client에게 OTP 값 SMS 전송

인증 성공 ID 전달(URL)

SMS를 통한 OTP값 전송

2차 인증을 위한 정보 전송

Radius 표준 인증 요청

1

2

3

4

SSLVPN 접속

인증 페이지 전송(URI)

OTP 인증 성공

네트워크 접속5

OTP 값

2. 웹 포탈 모듈별 소개

2-3. 2-Factor 인증 및 OTP 모듈 개요

직원의 SSL-VPN 접속 시 인사DB의 ID/PW로 인증하고 접속한 ID에 등록된 휴대폰 번호로 SMS OTP를 발송하여 One Time 

Password가 확인되면 사용 승인하는 시스템 (SMS 대신 E-mail or 카카오톡 사용 가능)
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• 기존 시스템의 문제점

  - 개인 단말 개수 및 관리자 승인 기능 설정 불가

-각종 관리 편의 기능과 보안 기능 미비

AS-IS
• 개선점

  - 전자결재 개선을 통한 개인 3개의단말로 접속 단말 제한 및 결재 후사용

TO-BE

관리자승인절차가없기때문에접속단말통제불가능 관리자승인절차및 접속단말통제를통한단말제어가능

2. 웹 포탈 모듈별 소개

2-4. 전자 결재 모듈 개요

직원의 무선 단말 사용에 대한 인증 시 결재 시스템과 연동을 통한 단말 등록 및 인증서버 라이선스 도입 비용 감소



1. 웹 포탈 솔루션 개요

2. 웹 포탈 모듈별 소개

3. 적용 방안 예시☛
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3-1. 서비스 흐름도 (호텔 등 광고 적용 예시)

적용 방안 예시

무선 단말의 초기 접근 시 등록에 필요한 화면을 무선 단말에 제공하여 관리의 편리성을 제공합니다.

(아래 첨부 파일은 샘플 화면 입니다. 고객 환경에 맞는 페이지로 수정 가능)

• 방문객 인터넷사용
• 인터넷 사용 등록을 위한 광고, 
동영상, 질문사항 등 표출

단말의
무선

초기접근
(게스트)

게스트 웹
로그인

화면 연동

성남시
페이지

무선
단말의

MAC 자동
등록 및
로그인 후
인터넷
사용
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3-2. 서비스 흐름도 (기업, 학교, 등 단말 등록 적용 예시)

무선 단말의 초기 접근 시 등록에 필요한 화면을 무선 단말에 제공하여 관리의 편리성을 제공합니다.

(아래 첨부 파일은 샘플 화면 입니다. 고객 환경에 맞는 페이지로 수정 가능)

단말의 무선 초기 접근
(게스트)

게스트 웹 로그인 화면 연동
Or 게스트 ID/PW 발송

(E-mail, SMS 연동 수정 가능)

광고 화면 확인
무선 단말의 MAC 자동 등록
및 로그인 후 인터넷 사용

단말의 무선 초기 접근
(직원)

직원 웹 로그인 화면 연동 정보 입력 또는 CM 다운로드
무선 단말의 MAC 자동 등록
및 로그인 후 인터넷 사용

적용 방안 예시
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최초 방문자 두번째 방문자

세번째 방문자 네번째 방문자

3-3. 서비스 흐름도 (커피숍 / 백화점 / 상점 등 Big-DATA 예시)

무선 단말의 초기 접근 시 확인이 가능한 질문의 답변 후 무선 접속을 허용하는 Big-DATA 수집

(아래 첨부 파일은 샘플 화면 입니다. 고객 환경에 맞는 페이지로 수정 가능 )

인터넷 사용

남자 | 여자

선택

인터넷 사용

연령

선택

10대

20대

30대

40대

인터넷 사용

지역

선택

인터넷 사용

단골 손님이
되신것을
환영합니다.

이후 방문 시 바로 인터넷을 사용하지만 방문 횟수는 카운트

적용 방안 예시
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3-4. 서비스 흐름도 (커피숍 / 백화점 / 상점 등 OTP 사용 예시)

무선단말의초기접근시 OTP(One Time Password)를이용한 1회성인증사용

(아래첨부파일은샘플화면입니다.고객환경에맞는페이지로수정가능)

광고화면확인 인터넷사용자동출력된 Password
재입력후인터넷 사용

click

click

click

Password 다음화면에출력
(E-mail, SMS 연동수정가능)

단말의무선초기 접근
(게스트)

적용 방안 예시
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3-5. 서비스 흐름도 (커피숍 / 백화점 / 상점 등 재접근 예시)

등록된 무선단말 접근시 인증절차 없이 인터넷 사용

(아래 첨부 파일은 샘플 화면 입니다. 고객 환경에 맞는 페이지로 수정 가능)

단말의 무선 초기 접근
(게스트)

인터넷 사용최초 접근시 광고 / 인증 화면 표출

등록된 단말의 무선 접근
(게스트)

등록된 단말 재접근시 (로밍 / 와이파이 재접속)
중간절차 없이 인터넷 사용

적용 방안 예시
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단말 자동 등록 (WIPS)단말 자동 등록 (인증서버)

위치별 별도 초기 페이지단말(OS)별 별도 초기 페이지

3-6. 주요 기능

• 단말(OS)별 별도 페이지 호출 가능
• 예 : 스마트 단말은 등록페이지, 노트PC는 등록 불가 페이지

1F

2F

게스트 단말
등록 페이지

ID

PW

HP

직원 단말
등록 페이지

ID

PW

HP

• 위치별 별도 페이지 호출 가능
• 예 : 1층은 게스트 등록 페이지, 2층 이상은 직원 등록 페이지

단말 무선랜 인증서버 DB

직원 계정 연동2Factor 인증을 위한 MAC 자동 등록

• 단말정보 자동 등록 (인증서버)
• 예 : 단말의 MAC Address 자동 등록으로 단말 관리 기능 강화

단말 무선랜 WIPS센서 WIPS서버

Black List 단말 차단

단말의 MAC Address를 White/Black list로 구분하여 등록

• 단말정보 자동 등록 (WIPS 서버)
• 예 : 단말의 MAC Address 자동 등록으로 Guest 가 접근 하지
          말아야 할 네트워크 접근 차단 정책

적용 방안 예시
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